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Scope. Due to the huge yet increasing number of people carrying out sensitive Internet transactions, security threats
hardly ever reduce to technical threats. Rather, they are socio-technical, as they come from adversaries who combine
social engineering practices with technical skills. Humans obviously cannot be treated as machines, as they take
actions that may seem irrational although they are perfectly justifiable from a cognitive and a social perspective.
Computer security hence appears to acquire more and more the facets of an interdisciplinary science with roots in
both interpretive and positivist research traditions.

STAST intends to foster an interdisciplinary discussion on modelling and analysing the socio-technical aspects of
security systems and on how to protect them from socio-technical threats and attacks. Its goals are to stimulate an
active exchange of ideas and experiences from different communities of researchers, to collect the state-of-the-art,
to identify open problems and to point out future research. We welcome experts in computer security, social and
behavioural sciences, philosophy, and psychology.

Programme. STAST is one day workshop. The programme consists of three sessions as follows:

• Keynote
Joshua D. Guttman Trust Engineering via Security Protocols

• Session: Security Ceremonies and Interactions •
M. Jakobsson and H. Saidati SpoofKiller: You can teach people how to pay, but not how to pay at-

tention

J. R. C. Nurse and J. E. Sinclair Towards A Model to Support the Reconciliation of Security Actions
across Enterprises

• Session: Security Awareness and Decision-Making •
M. Jakobsson and H. Saidati Improved Visual Preference Authentication

J. R. C. Nurse, S. Creese, M. Goldsmith

and K. Lamberts

Using Information Trustworthiness Advice in Decision-Making

A. Nochenson and L. Heimann Optimal Security Investments in Networks of Varying Size and Topology

Registration and Venue Registration is open. More information at URL: http://www.stast2012.uni.lu.
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